Будь бдителен!
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Злоумышленники, маскируясь под продавцов цифрового контента, предлагают пользователям временно авторизоваться в стороннем аккаунте под предлогом установки игровых приложений. Их мотивация звучит убедительно, ведь требуется «активировать недоступный контент», «разблокировать премиальную версию» или получить «доступ по сниженной цене».
Как только пользователь вводит чужие логин и пароль на своём устройстве, злоумышленники активируют функцию «Найти …» и переводят устройство в режим «Потерян», тем самым полностью блокируя его. 
Пользователю приходит сообщение с требованием перевести деньги за разблокировку, часто сопровождаемое угрозами удаления данных или распространения личной информации.
Следует помнить, что вход в чужой аккаунт на своем устройстве даёт злоумышленнику полный контроль.
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